
A Preview of 
New Features in

Miradore Management 
Suite 5.8.0



Asset management
• A new connector for WithSecure Elements that replaces the F-Secure PSB connector.

• The API for the PSB connector will be deprecated soon and it is recommended to update the connector to 
the WithSecure Elements connector.

• Support for macOS Ventura and Sonoma (preliminary).
• Improvements in Web Service API

Patch management
• The end-user can now see the available patches for the asset and start patching from the Self-Service 

portal.
• Support for scanning and downloading patches directly from the Internet has been improved. Previously, 

the connection to an installation point was needed for the patch catalog access.
• The Security patch status by patch -view can now be filtered by the asset group.
• The patch inventory on the asset shows now the patch whose installation is currently in progress.
• Delay days for maintenance windows and automation engine

Software management
• It is now possible to create prerequirement packages with configurable reboot to be installed before the 

software package. 

Security
• Fixes to multiple non-critical security vulnerabilities in MMS and its components

What’s new in MMS 5.8.0



Miradore Management Suite server 5.8.0

Miradore Client for Windows 3.5.12
• Performance and security improvements

• Enhanced the Patch management feature

Miradore Client for OS X/ macOS 1.6.10
• Improved the client installer packaging

Miradore connector for WithSecure Elements 1.0
• Replaces the F-Secure PSB connector

New component versions

What’s new in MMS 5.8.0



Patch management and Self-service
portal

What’s new in MMS 5.8.0

Added the Security patch status info to 
the Self-service portal. 

The end-user can see the available
patches for the asset. Patch installation
can also be started from the Self-Service 
portal.



Custom delay for maintenance windows and 
automation tasks

What’s new in MMS 5.8.0

Ability to define delay days for the 
schedules of the maintenance
window and the automation engine.

For example, this makes possible the 
scheduling scenario ”Patch Tuesday
plus two days”.



Other improvements to the Patch
management

What’s new in MMS 5.8.0

• Full support for scanning and 
downloading patches directly from
the Internet. This enhanced the
feature released with MMS 5.7.0

• Currently installing patch is shown
in the asset’s patch inventory.



Other improvements to the Patch
management

What’s new in MMS 5.8.0

• Filters for Security patch status 
by patch view:

• Asset groups

• Total installed / not
installed (%)

• To improve the performance of 
the patching process, some 
randomization is added for the
client scheduler



WithSecure (previously F-Secure) released a new Elements
API and deprecates the F-Secure PSB connector.

Since the API for the PSB connector will be deprecated soon, 
we advise updating the connector to the WithSecure
Elements connector.

You may find more information from the technical reference.

New connector: WithSecure Elements

What’s new in MMS 5.8.0

https://support.miradore.com/Help/assets/docs/Miradore_Connector_for_WithSecure_Elements_Endpoint_Protection.pdf


Added the possibility to include one or more prerequirement packages in an 
active software package. 

The reboot can be configured for the prerequirement package installation.

Prerequirement packages for software 
packages

What’s new in MMS 5.8.0



• Added EndpointBackupReportByDevice-item which gives a report of endpoint backups 
by device.

• Added Superseded-attribute for the Patch-item.

• Ability to hide patches via API. Added Hidden-attribute for the Patch-item.

• Added LinuxKeyboard-item as a child to an asset for reporting/updating Linux assets' 
keyboard layout.

• Added ModelText-attribute for the Asset-item.

See Miradore Management Suite's Web Service API specification for more information.

MMS web service API

https://support.miradore.com/Help/assets/docs/Miradore%20Management%20Suite%20Web%20Service%20-%20API%20Specification.pdf


Description

Support for macOS Ventura and Sonoma (preliminary).

Security enhancements, such as Content Security Policy (CSP) and improved security on credential management in software installation and the client 
deployer.

Other improvements and fixed bugs (1/2)



Other improvements and fixed bugs (2/2)
Description

Filtering in the Create software identification rule –popup didn’t work. Fixed this to both Add/Remove programs and File identification rules.

Data import with the AD connector did not correctly handle the cost center info, causing the creation of duplicated Cost Center.

If the database backup failed on instance upgrade there was no option to cancel the installation from the UI. Now the user can continue the upgrade 
despite the backup failure or abort the installation to get the backup up to date.

Enhanced the process of importing software and hardware inventory data to the database. These inventory imports are usually run simultaneously, and 
earlier, either of the imports might get stuck due to duplicate processing.

Fixed the executable path issue that caused inoperative scheduled tasks for some third-party system connectors.

The AD connector's email column for user import was too short.

Fixed a translation issue in the reboot dialog.


